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A Bet A Systems Security module 

 
The security module can be configured to add new users, delete old users, and modify the access levels of 
existing users, through editing the password list. The system Administrator is responsible for using the 
security program ‘Userconf.exe’, which resides in the DBF folder. ‘Userconf.ini’ tells the program where the 
password and itemlist files are held, and is a text file in the Windows folder. Userlist.pwd and itemlist.pwd 
usually reside in the Dbf folder. 

 
Editing item maintenance allows the Administrator to associate authority levels with reports and functions 

within the system. 

 
The Administrator has an authority level of 9, which is the highest. Authority levels run from 1 to 9. 
 
The following functions are configurable in the itemlist; 
 
ID Function  Security Entry 
201 Credit Limit   Set Credit Limit 
202 Client Names   Edit Client Name 
203 Address   Edit Address 
204 Post Code   Edit Postcode 
205  Telephone Numbers  Edit Telephone Numbers 
206 Edit Empty Bet  Edit empty bet 
207 Manual Settle  Manual settle bet 
208 Void  Void a bet 
209 Override Prices  Override prices 
210 Bet After Off  Able to place Bet After the Off 
211 Bet After Result  Able to place Bet after the Result 
212 Adjustments  Adjustments to accounts 
214 TransToBankCard  Transfer funds to Bankcard 
215 TransFromBankCard  Transfer funds from bankcard 
216 CashInOut  Pay cash in/out of account 
217 ChequeInOut  Pay cheque in/out account 
218 BatchAuth  Able to Batch bankcard authorisation 
219 BatchPayout  Able to batch wager payout 
220 CreditOptions  Able to enter ‘Credit Options’ 
221 SwitchToEditClients  Able to switch to Edit Clients from accept wager screen 
222 AwardFreeBets  Able to award free bets 
223 ChangeComments  Able to change comments against clients 
224 ViewProblemWagers  Able to View Problem Wagers 
225 TerminalCashCheck  Checks the amount of cash in a specific terminal                                
226 ShopCashCheck  Checks the amount of cash currently in the shop 
227 EditEventsBtn  Hides the Edit Event button 
228 UpdateEventsBtn  Hides the Update Events button 
229 CashManageBtn  Runs the shop cash management function 
230 ConfigSystemBtn  Hides the Configure System button 
231 LiabilitiesBtn  Hide the Liabilities button 
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232 ViewWagersButton               Allows you to view unedited and edited bets 
233 CashManualSettle                 Allows you to manually settle cash bets 
234 EditLateEmptyBet                Allows you to edit scanned bets after the off 
235 CallOverAfterOff                 Allows you to accept callover bets after the event has started                                           
236 ViewClientStatus                 Allows you to view a clients account 
237 PayoutWagers                       Allows you to payout a cash wager 
238 PayDeferredStakes               Allows you to pay out Ante-Post wagers 
239 OpenCloseAccounts            Allows you to open and close credit/deposit accounts 
240 OverridePriceHist  Override Price History on Selection 
242 ShowBankCardCSV           Show security number on bankcard in client screen 
243 AmendResult                        Allows you to amend a result against an event file 
246 AuthoriseEndProg  Ensures a username and password is used before exiting the program 
248 AdjustCashPayout  Ensure you enter login details prior to a payout being adjusted 
251 ViewCameraImages  View cam images at the points of stake and payout if installed 
252 BettyCashInOut   Transferring cash in/out of a terminal 
254 EditDayOldEmptyBet  Allows you to edit bets more than a day old 
255 XMLOMRAfterOff  Allows you to accept marksense slips on events that are off 
 
 
The following reports and report functions are configurable in the itemlist. 
 

ID   Report Entry    Security Entry 

6 Clients over Credit Limit   CreditLimit 
8 Client Details Listing   AccountListing 
9 Client Balances   ClientBalanceList 
10 Client Status   ClientStatus 
11 Client Activity Report   ActiveClients 
15 Transaction Audit   TransactionAudit 
16 Large Payouts   LargePayout 
17 Business Report   Business 
20 Void Bets Audit   VoidBetsAudit 
21 Aged Debtors   AgedDebtors 
23 Bet Levy   BetLevyAnalysis 
24 Bet Duty   BetDutyAnalysis 
26 Cheque List   ChequeList 
28 Cheque Run   Cheque Run 
31 Statement List   StatementList 
49 Single Statement   Statement 
50 Statement Print Run   StatementPrintRun 
51 Statement Reprint   StatementReprint 
56 Empty Bets Audit   EmptyBetsAudit 
57 After Off Audit   AfterTheOff 
58 After Result Audit   AfterTheResult 
59 Manual Settle Audit   ManuallySettledBets 
60 Over-Ridden Prices   OverRiddenPrice 
65 Fieldbook   Fieldbook 
66 Reconcile Business   ReconcileMoney 
67 Client Registration Listing   RegistrationListing 
71 Unsettled Bet Audit   UnSettledBets 
73 Period Trading Report   PeriodTrading 
74 Settlement Report   Settlement Report 
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75 Expiring Cards   ExpiringCards 
76 Email Listing   Email Listing 
77 General Betting Duty   GenBettingDuty 
78 Profit By Business Type   ProfitByBusType 
79 Betting Levy   BetLevy 
82 Paid Out Floaters   PaidOutFloaters 
83 Unpaid Floaters   UnpaidFloaters 
87 Enquiry Report   Enquiry Report 
88 Operators Productivity   OperatorProductivi 
90 Bet Listing Audit   BetListingAudit 
91 Period Trading Accrued   PeriodTradingAccru 
92 Monitored Customer   MonitoredCustomer 
199 Credit reports module   CreditReports 
250 Health Check   HealthCheck 
 
The Administrator should rank the list of users against seniority and then apply a level of authority to the 
items in the itemlist from 1 to 9 so that the users’ own authority level will allow or deny them access to the 
relevant function or report. 
 
To add a new user to the system 
 
Select File and then User Maintenance from the menu. 
 
Type in the name of the new user. The user will then enter his/her password. Enter the level of security 
required for the user. Click on <<Add to add the user to the user list. 
 

 
 

To change user details 

Select the user from the list of current users and amend details as required and ensure that <<Update is 
clicked to update the information. 
 
 


